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Subject:  JUVENILE TRACKING SYSTEM 
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None. 

 
I. POLICY: 
 

The Department of Juvenile Justice will use the Juvenile Tracking System as a case 
management tool in the care and supervision of youth. 

 
II. DEFINITIONS: 
 

Information Technology Resources:  Desktop, laptop, and handheld computers and tablets, 
jump/flash drives used on Department computers, printers, scanners, data networks and servers, 
internet, e-mail, numerous applications including but not limited to mobile platforms, software 
programs, cellular telephones, two-way radios, Guard Plus, DJJ agency website, wireless, and 
electronic, and video communications devices and CCTV. 
 
Juvenile Tracking System (JTS):  An electronic compilation of a youth’s case record, 
education record, behavioral health records and health record. 

 
III. PROCEDURES: 
 

A. The Juvenile Tracking System (JTS) contains the case records, educational records, 
behavioral health records and health records of a youth who is or was under the care or 
supervision of the Department of Juvenile Justice or the jurisdiction of a Juvenile Court.   

 
B. All DJJ staff, contractors, and interns will safeguard JTS in the same manner that a 

paper record would be safeguarded.  (See DJJ 5.2, Case Records, DJJ 5.4, Education 
Records, and DJJ 5.5, Health Records) 

 
1. JTS is password-protected. 

 
2. Passwords are confidential.  Staff will not share/disclose passwords with any 

other person, within or outside of the Department.  However staff may give 
passwords to Office of Technology and Information Services (OTIS) staff for 
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computer repairs.  Staff will immediately change the password upon the 
completion of the computer repair. 

 
3. Youth are strictly prohibited from any access to JTS.   Staff must not allow any 

youth to gain access to JTS. 
 

C.  Records management policies govern how records, including JTS, will be handled and 
disclosed.  (See DJJ Chapter 5, Records Management) 

 
D. The Office of Technology and Information Service may re-configure JTS as deemed 

necessary by the Chief Information Officer or designee.  Staff will use new applications 
as they become available. 

 
E. Any breach of information security in JTS will be handled in accordance with policy 

DJJ 6.2 Network Access. 

 
IV. LOCAL OPERATING PROCEDURES REQUIRED:  NO 


